Agreement between
the American Institute in Taiwan and the Taipei Economic and
Cultural Representative Office in the United States
On Enhancing Cooperation in
Preventing and Combating Serious Crime

The American Institute in Taiwan and the Taipei Economic and Cultural Representative
Otffice in the United States (hereinalter respectively “AIT” and “YECRO” or,
collectively, the “Parties™),

Prompted by the desire to cooperate as partners to prevent and combat serious crime,
particularly terrorism, more cffectively,

Recognizing that information sharing is an essential component in the fight against
serious crime, particularly terrorism,

Recognizing the importance of preventing and combating serious crime, particularly
terrorism, while respecting fundamental rights and freedoms, notably privacy, and

Seeking to enhance and cncourage cooperation between the Parties in the spirit of
parinership,

Have agreed as follows:

Article 1
BPefinitions

For the purposes of this Agreement,

1. Criminal justice purpose shall include activities defined as the administration of
criminal justice, which means the performance of any of the following activities:
detection, apprehension, detention, pretrial release, post-trial release, prosecution,
adjudication, correctional supervision, or rehabilitation activities of accused persons
or criminal offenders. The administration of criminal justice also includes criminal
identification activities.

2. DNA profiles (DNA identification paticrns) shall mean a letter or numerical code
representing a number of identifying features of the non-coding part of an analyzed
human DNA sample, 1.e. of the specific chemical form at the various DNA loci.

3. Personal data shall mean any information relating {0 an identified or identifiable
natural person (the “data subject”).

4. Processing of personal data shall mcan any operation or set of operations which is
pcriormed upon personal data, whether or not by automated means, such as
collection, recording, organization, storage, adaptation or alteration, sorting, retrieval,
consultation, use, disclosure by supply, dissemination or otherwise making available,
combination or alignment, blocking, or deletion through erasure or destruction of
personal data.

5. Reference data shall mean a DNA profile and the related reference (DNA reference
data} or fingerprinting data and the related refercnce (fingerprinting reference data).
Reference data must not contain any data from which the data subjecl can be directly



identtfied. Reference data not traceable to any individual (untraceables) must be
recognizable as such.

Serious crimes shall mean, for purposes of implementing this Agreement, conduct
constituting an offcnse punishable by a maximum deprivation of liberty of more than
one year O a more serious penalty. The Parties may not be obligated 1o supply
personal data as described in Articles 6 and 9 of the Agreement for specific identificd
offenscs in accordance with the laws applicable in the territories of the authorities
they represent.

Article 2
Purpose of this Agreement

The purpose of this Agrcement is to enhance the cooperation between AIT and
TECRO, through their designated reprcsentatives, in preventing and combating
serious crime.

The querying powers provided for under this Agreement shall be used only for
prevention, detection and investigation of crime.

Article 3
Fingerprinting data

For the purpose of implementing this Agreement, the Parties, through their designated
representatives, shall ensure the availability of reference data from the file for the
automated fingerprint identification systems established in the territories of the
authoritics represented by the Parties for the prevention and investigation of criminal
offenses. Reference data shall only include fingerprinting data and a reference.

Article 4
Automated querying of fingerprint data

For the prevention and investigation of serious crime, each Party shall, if permitted
under refevant law, allow the other Party’s contact points, as referred to in Article 7,
access to the reference data in the automated fingerprint identification system, which
it has established for that purposc, with the power to conduct automated queries by
comparing fingerprinting data. Queries may be conducted only in individual cases
and in compliance with the law applicable in the territory of the authorities
represcnied by the querying Party.

Comparison of fingerprinting data with reference data held by the designated
representative of the Party in charge of the file shall be carried out by the querying
contact points by means of the automated supply of the reference data required for a
clear match.

When needed, further analysis for the purpose of confirming a match of the
fingerprinting data with reference data held by the designated representative of the
Party in charge of the file may be carried out by the requested contact points.



Article §
Alternative means to query using identifying data

Until the designated representative of TECRO has a fully operational and automated
fingerprint identification system that links to individual criminal records and is legally
authorized by relcvant law to provide AIT’s designated representative with automated
access to such a system, it shall provide an alternative means to conduct a query to
determine a clear match linking the individual to additional data. Responses to queries
through such alternative means shall be provided by a TECRO designated representative
at the request of AIT’s designated representative on as close to a real time basis as
possible. Quenes may be conducted only in individual cases and in compliance with the
law applicable in the territory of the authorities represented by the querying Party.

Article 6
Supply of further personal and other data

Should the procedure referred to in Article 4 show a match between fingerprinting data,
or should the procedure utilized pursuant to Article 5 show a match, the supply of any
available further personal data and other data relating to the reference data shall be
govemed by the law, including the legal assistance rules, applicable in the territory of the
authorities represented by the requested Party and shall be supplied in accordance with
Article 7.

Article 7
Contact points and implementing agreements
1. Tor the purpose of the supply of data as referred to in Articles 4 and 5, and the
subsequent supply of further personal data as referred to in Article 6, each Party shall
designate one or morc contact points. The contact point shall supply such data in
accordance with the law applicable in the territory of the authorities represented by
the Party designating the contact point. Other available legal assistance channels
need not be used unless necessary, for instance to authenticate such data for purposes
of its admissibility in judicial proceedings in the territory of the authorities
represented by the requesting Party.

2. The technical and procedural details for the queries conducted pursuant to Articles 4
and 5 shall be set forth in one or more implementing agreements or arrangements
between the Parties.

Article 8
Automated querying of DNA profiles

t. If permissible under the law applicable in the territory of the authorities represented
by both Parties and on the basis of reciprocity, the Parties may allow each other’s
contact point, as referrcd to in Article 10, access to the reference data in their DNA
analysis files, with the power to conduct automated queries by comparing DNA
profiles for the investigation of serious crime. Queries may be madc only in
individual cases and in compliance with the law applicable in the territory of the
authorities represented by the querying Party.



2. Should an automated query show that a DNA prolile supplied matches a DNA profile

entered in the other Party’s file, the querying contact point shall receive by automated
notification the reference data for which a match has been found. If no match can be
found, automated notification of this shall be given.

Article 9
Supply of further personal and other data

Should the procedure referred to in Article 8 show a match between DNA profiles, the
supply of any available furthe? personal data and other data relating to the reference data
shall be governed by the law, including the legal assistance rules, applicable in the
territory of the authoritics represented by the requested Party and shall be supplied in
accordance with Article 10.

1.

Article 16
Contact point and implementing agreements

For the purposes of the supply of data as sct forth in Article 8, and the subsequent
supply of further personal data as referred to in Article 9, each Party shall designate a
contact peoint. The contact point shall supply such data in accordance with the law
applicable in the territory of the authorities represented by the Party designating the
contact point. Other available legal assistance channels need not be used unless
necessary, for instance to authenticate such data for purposcs of its admissibility in
judicial proceedings in the territory of the authorities represented by the requesting

Party.

The technical and procedural details for the queries conducted pursuant o Article 8
shall be set forth in one or more implementing agreements or arrangements between
the Parties.

Article 11
Supply of personal and other data in order to prevent
serious criminal and terrorist offenses

For the prevention of serious criminal and {errorist offenses, the Parties may, through
their designated representatives, in compliance with the laws applicable inthe
territories of the authorities they respectively represeni, in individual cases, even
without being requested to do so, supply the other Party’s relevant contact point, as
referred to in paragraph 6, with the personal data specified in paragraph 2, in so far as
is necessary because particular circumstances give reason to belicve that the data
subject(s):

a. will commit or has committed terrorist or terrorism related offenscs, or offenses
related to a terrorist group or association, as those offenses are defined under the
law applicable in the territory of the authorities represented by the supplying
Party; or

b. 1is undergoing or has undergone training to commit the offenses referred to in
subparagraph a; or



¢. will commit or has committed a serious criminal offense, or participates in an
organized criminal group or association.

The personal data to be supplied may include, if available, surname, first names,
former names, other names, aliases, alternative spelling of names, sex, date and place
of birth, current and former nationalities, passport number, numbers from other
identity documents, and fingerprinting data, as well as a description of any conviction
or of the circumstances giving rise to the belicf referred to in paragraph 1.

The supplying Party may, through its designated representative, in compliance with
the law applicable in the territory of the authoritics it represents, impose conditions on
the use that may be made of such data by the receiving Party or its designated
representative. If the receiving Party, or its designated representative, accepts such
data, they shall be bound by any such conditions.

Generic resirictions with respect to the legal standards applicable in the territory of
the authonities represented by the receiving Party for processing personal data may
not be imposed by the supplying Party or its designated representative as a condition
under paragraph 3 to providing data.

In addition to the personal data referred to in paragraph 2, the Partics may, through
their designated representatives, provide each other with non-personal data related to
the offenses set forth in paragraph 1.

Each Party shall designate one or more contact points for the exchange of personal
and other data under this Article with the other Party’s contact points. The powers of
the contact points shall be governed by the law applicable in the territories of the
authorities they respectively represent.

Article 12
Privacy and Data Protection
The Parties recognize that the handling and processing of personal data that they
acquire from each other is of critical importance to preserving confidence in the
inplementation of this Agreement.

The Parties commit themselves to ensuring that their destgnated representatives
process personal data fairly and in accord with the laws applicable in the territorics of
the authorities they respectively represent and:

a. cnsuring that the personal data provided are adequate and relevant in relation to
the specific purpose of the transfer;

b. retaining personal data only so long as necessary for the specific purpose for
which the data were provided or further processed in accordance with this
Agreement; and

c. ensuring that possibly inaccurate personal data are timely brought to the attention
of the designated representative of the receiving Party in order that appropriate
corrective aclion is laken.

This Agrcement shall not give rise to nights on the part of any privale person,
including to obtain, suppress, or exclude any evidence, or to impede the sharing of



personal data. Rights existing independently of this Agreement, however, arc not
affected.

Article 13

Additional Protection for Transmission of Special Categories of Personal Data

L.

Personal data revealing racial or ethnic origin, political opinions or religious or other
beliefs, trade union membership, genetic information or concerning health and sexual
life may only be provided if they are particularly relevant to the purposes of this
Agreement.

‘The Parties, through their designated representatives, recognizing the special
sensitivity of the above categories of personal data, shall take suitable safeguards, in
particular appropriate sccurity measures, in order fo protect such data.

Article 14
Limitation on processing to protect personal and other data
Without prejudice to Article 11, paragraph 3, each Party, through its designated
Tepresentative, may process data obtained under this Agrcement:

a. lor the purpose of its criminal investigations;
for preventing a sertous threat to its public security;

c. Inits non-criminal judicial or administrative proceedings directly related to
investigations set forth in subparagraph (a); or

d. for any other purposc, only with the prior conscent of the Party which has
transmitied the data.

The Parties and their designated representatives shall not communicate data provided
under this Agreement to any foreign government, international body or private entity
without the consent of the designated representative of the Party that provided the
data and without the appropriate safeguards.

A Party, through its designated representative, may conduct a query of the other
Party’s fingerprint or DNA files under Articles 4, 5 or 8, and process data received in
responsc to such a query, including the communication whether or not a hit exists,
solely in order to:

a. establish whether the compared DNA profiles or fingerprint data match;

b. prepare and submit a follow-up request for assistance in compliance with the law,
including the legal assistance rules, applicable in the termitory of the authorities it
represents, if those data match; or

¢. conduct record-keeping, as required or permitted by the laws applicable in the
territory of the authorities it represents.

The designated representative of the Party administering the file may process the data
supplicd to it by the designated representative of the querying Party during the course of
a query in accordance with Articles 4, 5 or 8 solely where this is necessary for the
purposes of comparison, providing automatcd replies to the query or record-keeping
pursuant to Article 16. The data supplied for comparison shall be deleted immediately



following data comparison or replies to queries unless further processing is necessary for
the purposes mentioned under paragraph 3, subparagraphs (b) or (c) of this Article.

Article 15
Correction, blockage and deletion of data

1. At the request of the designated representative of the supplying Party, the designated
representative of the receiving Party shall be obliged to correct, block, or delete,
consistent with the laws applicable in the territory of the authorities represented by
the rceeiving Party, data received under this Agreement that are incorrect or
incomplete or if its collection or further processing contravenes this Agreement or the
rules applicable in the territory of the authorities represented by the supplying Party.

2. Where the designated representative of a Party becomes aware that data it has
reccived from the designated represcntative of the other Party under this Agreement
are not accurate, the designated representative of the first Party shall take all
appropriate measures to safeguard against erroneous reliance on such data, which
shall include in particular supplementation, dcletion, or correction of such data.

3. The designated representative of a Party shall notify the designated representative of
the other Party if it becomes awarc that malterial data it has transmitted to the
designated representative of the other Party or received from the designated
representative of the other Party under this Agreement arc inaccurate or unreliable or
are subjecct 1o significant doubt.

Article 16
Pocumentation

I. Each Party, through its designated representative, shall maintain a record of the
transmission and reccipt of data communicated to the designated representative of the
other Party under this Agreement. This record shall serve to:

a. ensure effective monitoring of data protection in accordance with the laws
applicable in the territory of the authorities represented by the respective Party;

b. enable the Parties and their designated representatives effectively to make use of
the rights granted to them according to Articles 14 and 18; and

¢. ensurc data security.
2. The record shall include:
a. information on the data supplied;
b. the date of supply; and
c. the recipient of the data in case the data arc supplied to other entities.

3. The record shall be protected with suitable mcasures against inappropriate use and
other forms of improper use and shall be kept for two years. After the conservation
period the record shall be delcted immediately, unless this is inconsistent with the
law, including applicable data protection and retention rules, applicable in the
ternitory of the authorities represented by the receiving Party.



Article 17
Data Security

L. The Parties, through their designated representatives, shall ensure that the necessary
technical measures and organizational arrangements are utilized to protect personal
data against accidental or unlawful destruction, accidental loss or unauthorized
disclosure, alteration, access or any unauthorized form of processing. In particular,
the Parties shall ensurc that their designated representatives shall take reasonable
measures to ensure that only those authorized to access personal data can have access
to such data.

2. The implementing agreements or arrangements that govern the procedures for
querying of fingerprint and DNA files pursuant to Articles 4, 5 and 8 shall provide:

a. that appropriate use is made of modern technology to ensure data protection,
security, confidentiality and integrity;

b. that encryption and authorization procedures recognized by the competent
authorities are used when having recourse to generally accessible networks; and

c. for a mechanism 1o ensure that only permissible queries arc conducted.

Article 18
Transparency — Providing information to the data subjects

1. Nothing in this Agrcement shall be interpreted to interferc with the legal obligations
of the Parties and their designated represcntatives, as set forth by the laws applicable
in the territorics of the authorities represented respectively by the Parties, to provide
data subjects with information as to the purposes of the processing and the identity of
the data controller, the recipients or categories of recipients, the existence of the right
of access to and the right to rectify the data concerning him or her and any further
information such as the legal basis of the processing operation for which the data are
intended, the time limits for storing the data and the right of recourse, in so far as
such further information is necessary, having regard for the purposes and the specific
circumstances in which the data are processed, to guarantee fair processing with
respect to data subjects.

2. Such information may be denied in accordance with the laws applicable in the
territories of the authoritics represented by the Parties, including if providing this
information may jeopardize:

a. the purposes of the processing;

b. investigations or prosecutions conducted by the compctent authorities in the
territonies of the authorities represented by cach of the Parties; or

c. the rights and freedoms of third parties.

Article 19

Information
Upon request, the receiving Party, through its designated representative, shall mform the
supplying Party, through its designated representative, of the processing of supplied data
and the result obtained. The receiving Party shall ensure that the answer of its designated



representative is communicated to the designated representative of the supplying Party in
a timely manner.

Article 20
Relation te Other Agreements

Nothing in this Agreement shall be construed to limit or prejudice the provisions of any
agreement, working law enforcement relationship, or other law allowing for information
sharing between AIT and TECRO or their designated representatives.

Article 21
Consultations

1. The Parties, through their designated representatives, shall consult cach other
regularly on the implementation of the provisions of this Agreement.

2. Inthe event of any dispute regarding the interpretation or application of this
Agreement, the Parties shall consult cach other in order to facilitate its resolution.

Article 22

Expenses
Each Party and its designated representatives shall bear their respective expenses incurred
in implementing this Agreement. In special cases, the Parties and their designated
representatives may agree on diffcrent arrangements.

Article 23
Termination of the Agreement
This Agreement may be terminated by either Party with threc months’ notice in writing to
the other Party. The provisions of this Agreement shall continue to apply to data supplied
prior to such termination.

Article 24
Amendments

1. The Parties shall enter into consultations with respect to the amendment of this
Agreement at the request of either Party.

2. 't'his Agrecment may be amended by written agreement of the Parties at any time.



Article 25
Entry into force

1. This Agreement shall enter into lorce, with the exception of Articles 8 through 10, on
the date of the later letter completing an exchange of letters between the Partics
indicating that each has taken any steps necessary to bring this Agreement into force.
‘The Parties shall provisionally apply this Agreement, with the exception of Articles 8
through 10, from the date of signature to the extent consistent with the law applicable
in the territories of the authorties they represent.

2. Articles 8 through 10 of this Agreement shall enter into force following the
conclusion of the implementing agrecment(s) or arrangement(s) referenced in Article
10 and on the datc of the later letter completing an exchange of letters between the
Parties indicating that each Party is able to implement those articles on a reciprocal
basis. This exchange shall occur if the laws applicable in the territories of the
authoritics represented by both Parties permit the type of DNA screening
contemplated by Articles 8 through 10.

Done at k)«shhﬁy DC, this 20 th day of De cemberj, 20} in duplicate, in the
English and Mandarin Chinese languages, both texts being equally authentic.

For the American Institute in Taiwan: For the Taipel Economic and Cuitural
Representative O in the United States:




XEEARRREXESILERLARRM
HLEBRITRE AL FSFiRE

XEEEEE (AT ) HREEALEESIILARE ( TECRO )( B
Tal Te5,),

BB LBHEEZSE , LEFHAMRTBREALSE  ARERN
H;

REHASZRTREALE, LHEZEHEIE, D—HAEKRER
RERFRITEEALRAERRH IR .EEN  FREEER
BRREh , S EmAE

Y HREEW HBRSUBERPSHE
ERpEAT .
1
EM
HERRHBEZEE

1. FETZEY  RaERENEIELSDED , FOEAT
FIEDLET  HEAHEL TGS 2. FE. BWELR.
EEEy, B 2% BIEX SBCHEID. HET
Er RETSERE S HE,

2. DNAEHX (EIDNA BILEZHET] ) RIEARAE DNA o &
AhFBEELSESSEEHM( MEEDNA BEESKE
ENR ) H—ETTRYTAE,

3. BARHEECANCHRITHE, BAA (HBERNE
EA ) HEZEH,



. BARRNZREE  RESEBARENEEREAD E—RH—
RIMER , SNk, 2. AR #EF. AFERBETE. 58
W%, 28, &£/, BERHIMERRREABUERSN
FRR, HERKE, M ALUBRBERTIMBRBA
&¥l,

. BEBERFREDNA BRHMEBMBEER (DNABEEN ),

ERENRAANSEEN (BENSEREN ), SEENTSET
FHRATEES#RENERASS 28 | S TEEBEE
FREAz2ERS (W8 TELBHRN ) ) X ADILER,

. AR EBEALEREREANE—FHU L RFESTHRZE

T. EHFBERFRBERFTTLXREHTBERCHREIR
FFRZBARS , BESEAMARCERFBELINERAZ
P ye

%24
=AM |

| ABELANARERDEABRRELEALERTILRE
REH BT REERBRTBEANEST L O,

. EBERTIEEM  GUES. EEREENREA,

B3#
EORS

REITFGE SRR BEEARREREDNZTEMRKRZERF
EETARE, TEBEANERE. TESERRTRHEESA
REBRAREALE. 2EENBESHENERREERS.

2



F Atk
BB ERB{LEN

1. REABGRBEEANFZEN , EBZEFT T -HEBAH
F—h2BEED (NE 7 KAE ) BRHANERIEEKX
BB HHEMBBRR2BEER , ZBBEQR
AREBLHENHMAENRTEDLENY, SHEENYEE
R, HAKBREI SR ERAERL ABA 2 ERHE#T,

2. ERRERNRRARSRERRFEEZEEN LY
BESHFcBERENERABLHNBEERET (X2
EERRRAATYESZHE )

3. HER BERFIBHREOESBETE—ToN , IRDNE
MBERERRERTEEARMBEZS2ERRAYS,

565
SEA TSNS O RB 2 RREB S

EREHALERILAREEERARz —AARAGT I RENFH
BEALRLKER BBESHARS  LREERBHXE
EABREERXREBIEAZTREZN , BXESILEELR
REERM—BAERSEHITEN , SUREEARE/RHEEY
. MAEERSINEYEEXAREXZELILRELARE
ZHEEAREREZBEABEEEARCEDERESTRIDRE
HNEH. SHSEHYER  BEKBREINFARZERFEHR
TRERZ EZEET,




me#
R — 3518 A SR R 8
WS 4 AR BT , BRENERYS  AIMKE s k22F
MRS HAE—SEARNRHAGENSEERZRM , RIK
EEERLTAARZERFFBEELINEAZ Z@RE K QEHTHE
HBhine , BFEHEE 7 A REH,

ST
BREORMITIEE
1. RBAGRRESHAEZERRY  BRE e HAEZE—Z
BAESCEREMY SrRREEE—Ex—BU Lo BEE
O, BEEORBREEXBBEOETARCERMESREL
AE A2 ARRUEZER . RIELE  NBRBZERZERH
FERFPARERZERFIBELIAZREEFRWZER . &
AIRESERARMTEZRZENEE.
2. BABGRESHMITEBCRANREFHES R BERSITEZ
ERinERGEPAE,

Ho#
DNA &2 A XL N
1. BEFEEESMARZERFBERALINERCE®R , HERE
ERA, SASAFRUENBHRED ( BEE 106 ) MRHA
DNA ##iERF 2 2E28H  ZIPWBE O TR RZBLLE DNA
BETABLES , URAEEXNR, HERHHEREERN
SREBAFIRRCERMMBELIRAER < R RN RS TR

4



B,

2. WEHBCEFRTEMAIRMZ DNAK, BE - SRRV
AZDNARRYE  HEIS 2RSS0 ERRDBEAZVYEZ
HEEN. NRSRYSBE  FTEZEONIEDBEA.

Eomk
R — 5 A YOB SR A AR RS
fifesE 8 RIREFIE 2B , R DNABEYS , MIEAEN2
E-SEARBRREN RUOESHRERAMARZERAT
BERIRERZEARKR , aBRHRDEEMRAE , BBHKRE 10 &5
REH,

E10#
BEW O 5BTRE

1. RBYTHESHEMI2EREMY , URBIOKAMEZE—FEA
BERcERRS SLHEBEET —ERNEED. BEEQEHE
REEZBBRECEFRKRZEBAERALIABACERRER
ZEEE, BRELE  URIJZERHZER , UFAERSHER
Rz ERFREAT A SEEFFENZES  TRIBAERR
AR REEREE.

2. BeRAGIvEAZRINRARFAE K BEQSGITE Bk
ERBHFAE.

116
BRUEAREMARES , L AP EAERRBHOFRT

5



1. REBEANFERGGFRT , ERBHMRES 552 HiE
EENEEARRETITRE  SERSANEEARMKAE
REE BRERASSFRRZERFEETARAS R, 2
HE2AFE2BARRTE 6 B2 2 —H ARBIKE
D, EE|MAS—HRUER .

a BEREBAMNETRELTREBMESFFIRAZERFFEEL
RERAZEZRERARZHOTRLHEIREBMRET , REEB
hEN, BRNAREAKESHIRT R

b. EANEREIZLIL TR a MATERITZHIMK ;
=

c. BETHELTEARYT . ASHRAFERLTEEMBNEN,

2. REAZBEARS A SUBELK. 8F. B4, A, LA,

BFNBABE, B, HAeR, BERAVHNEE BR

K. HS 5 X40%E BAAARE, URTIAERAR,

REEMEURANMEGERNRES 1 HFEARECHT R,

RELBHAMRRZERAERLIABR <ZE , BRARE

K&k, MESIHFRARERARBRZER C TRAIRE LM INE

o BRFFREEARMEZIZER  IZRFREZHR,

4. BHATEURIFEZATELRH . BRESIHFRKZERE
HIRNREEAERZEAERRENSERBINFERER
7 ERRUERN —E&RT.

5. BRE2EMEZBARESIN K ¥HEEBRERAKRREHTMS
RE 1 BRAFIRTHEBZEBARR.

6. BHEBEE—@AN AU ELZBBED , SMLERERS
—H R E O RREARRGEN, BRRE0CRIRHE

w

6



BRRZERMBALAEAZERMEE,

12 &%
P O SRR 251 O 7l

1. AR, HE—FARB2EARNZRARERAR Y
ErERNEBERTRASBEEEN,

2. BLAR HEBARBULAEAFRUKEEMRERZERMN
ERIAERCEREEBEARN , B

a. MEFRHZBAENARE EREEENZBEENER;

b. ERAMEBERMARE - SPRBERMECHER , REHE
AER &

c. BREREARSHCERBEO T ERoBARR , UEES
FETEENEE,

3. WHETERTAUARNWETARRN K SENE. BE.
FPREARRZER  RERSFEABRZER, R
REENZAZRAUT SR

138
BHRBEARBER 2 BARE

1. AETREKR. BARS, REGHMES. IT€eSB8HY. &
BEFE  NERRRRMEICEAER  ESRAERKREBE
< BRI ARE A RER M,

2. AEBEBEARERR AR 2 BARHERAIBRR
ft, BRERBEEcZ2hE , AREBECRSHER , MR
BLEER.



™14 &
REREER , DERNEA RS

1. EFERE 11 HEIEZERET 5 EREEERREEBA
THEW , REKEIGEFRE2ER

a. AHPREREZEN ;

b. SEBHHALNRLLCRERE ;

c. R a AP AEERAMIMETNERITREAFANE |
=

d. AEAHMAEN  HEREBRIERACEHE.

2. RBEBRBAZEERREE  BEEREEEZZLHIH
BT, SAREEERRXRTESREBERRUEZER &4
FEAARER. HERABELAME,

3. —FEBRHERRREBKEIK. BES5HERLSHFHAE , ¥R
— A NS DNA BRMSTES  YREZTARESZESN
BRELASHETREHKR  HEBSERR
a. EELHEZ DNA BERENEHRETYS ;

b. EERMACHET KHEMREZBERFEAELIRERZE
®(OETEEDRE ) EGRBHERBIHER ; R

c. KHARRZERFESELIRBERZEZRERITIAERL
8% .

RE 4R, BSHERF s HAE2EHBEF , BRE/AFEER
REBREEHHIEERRMEHER  EHLENERRLYH, ¥
EHRUBDEE, RKE 16 FEEERLE. RIEAEHESE 3

8



HEDbKRE cRAEZ BN , MELEME—SEEN TR
HEEHCEN  EER L H R E RSS2 %R 2 MR,

E58
REZEE, HEBME

1. MESSHREBETERS RTINS TSR , SWZER
THRESE — S RBERL ST RRAS AR, B REE
tRZEMRE  EREAEERRZERT , BESERR
RERERERSFRARZERFRELAER 2 2REE,
SR MBREEN,

2. M—hZEEREBORKLBEES —FLERAREH
ERRER , E—5 2 SRR & B IRA 4 EE 5 R 8
EHEs  EFRaEnE. MRREEZEN,

3. —BHrEEARMEARKLEEEET NS ZEERE
2R, BB —F 2 EEREAEE s EN AR ERR T
%, REEEARER  EBNS —H2EEAE.

%164
N &
1. @5 REEBHEEARTEMKIL TR M 2 ERHERER
W, ZEKERETIAR .
a. REYSERAFMAKZERMBRLINBACER , BRT
HERER 2R ;
b. S IEEAREGVEAKSE 4 REF 18 HMERTF
BR ; &



c. BRERRZ,

. BERCERaE

a. FFRHENCER ;
b. BHEBE . &
c. MERREHRTHAKE RIEZESEHZERA,

. REREUBERERE , UHRTRE £/ , LRHMFER

AR UWEREMF., RIFERBEBAMARZERAE
HMTABAZEZRER  SEANCERRRBRETLIR B
RRRERBE | 268587 2 kR,

BT H
RBR2

. BARERREEARERERVPECKMBREERILEE

BHRBEARE , U BRARFIEZRE, BNBARRER
ReBER, EX, FRRAEARERBWERTER. BHLE
BERAEEARENSEER , SIBREANEALREENE
fik,

C F 4 ESHREFESHAE , EEENRDNAERERE

A2 R i A IS T HIMEBEERX

a ZRBZ2HBECAFEARARREAZ , LBRRFR R
B, e HEHRTE,

b. B —RIFNzRER , RNTEERIB T 2 nHERME
BEF R

c. MG , IRREETHET I 2EN,

16



1.

E18 ¥k
RAL—RUAATREBEEA
HREARGAEHEATHY A REERARKAEZAMRK
RZERPMERIRNBERZER  RERBDEEATIRAZ
ZERK  BEBEZEN. AHEHEZES . BRARBRA
ZBE, BOREEEZEATFHARERREME—SERZ
A A SERaESBREREEENZIEZERIER.
REERSERM AR RERE  HERRXE W
EREEZENCBENRERER . MRRERERREHE

BEEAZ2DF,

MLERERZEMERRUATHEZK , IS FBHKHEARE

ZERPTBRTRE A2 EREERA

a REBZEMW ;

b. A SRR CERFERTIAZEEFBBMETZH
BEER; X

c. E=HzRWANREH,

55 19 &
RBAE

EERT , BERFEEBEEARREARASEEARMEAESR
ZRERAMBER. BUFCEEARKEBREGAHERRBEEEHY
FrEEAR.

|20 &
S H e 2 MR

11



EBEFGBHBEAFZRESBOREXBALEI LR RE
FREERRDPEEAEIARE, FRYULBMERHMEEZE
HEBE,

- AR
T
1. B SEBRAEEARRLBEPRX ZMITERLETES.
2. FRLBECHEIRTHATARR SR RLREHLF
BEiRo

22 #%

»A
$SRHEEARRERESABTHEBEZER., #HOEKR
2 rERBETRRZ L.

B3

#IETE
F—AERARHEAEA=EARKLERBE. BERLENAREHR
ZE R B NE R E Z R

248

L ]
1. EEA—AERT , S BRI E 2 STETHER,
2. HEESHESHEUAEEBR T AEIT 2.

| 304



SE25 8
3

1. RESHER 10BN, LIBERRE S TRIRBEER (LB
BBREONSE) BRERAESCRURZIREREE
. RESHRER 10N, BEEFRIR , ¥ HERESTHMARR
REZ2ERFIERTBRZEZEET , SHEALS,

2. ABEFSHEEL 104HE  ERE 0 RFFEZREIBER
BHERES , WNBE LS ERBRE AEN (UABRE - BERBH
A% ) BMEPEAFESHERBEATERIBTHZEHK
K. BRKCIRAS SRR CERMBALIANEAZER
BMESEE 8 RES 10 AT DNA BB,

4t —
smrenxsrrrsanmn nERE e I HE -o--
# +t= g=z1n8 BE WERAHE A,

XEEADY

13



